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本書は NEC リモートアクセスサービス NEO の初期セットアップ⼿順を記載したものです。 
＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊＊ 
 

セットアップ準備 
管理者から配付されるファイルと情報を準備します。 
 ・証明書_<識別情報>.zip（証明書） 
 ・クライアント証明書のパスワード 
 ・通知されたアカウントとパスワード 
 
リモート接続を⾏う PC を準備します。 
  推奨スペック 
  OS︓Windows10 22H2 以降(64 bit) 
       Windows11 23H2 以降(64 bit) 
  メモリ︓8GB 以上 
 
 

ルート証明書のインストール 
リモート接続を⾏う PC に、ルート証明書をインストールします。 
 
① 証明書_<識別情報>.zip ファイルを任意のフォルダに解凍します。 

※下図では” C:\Users\N-rasOpsUser\Desktop”に解凍しています。 
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② 証明書_<識別情報>.zip ファイルを解凍したフォルダで、"NecrasRtCa.crt"を右ク

リックして、メニューから[プロパティ]を選択します。 

 
 

③ [NecrasRtCa.crt のプロパティ]画⾯下⽅に、[セキュリティ]の項⽬がある場合は、[許
可する]にチェックを⼊れて、[OK]をクリックします。[セキュリティ]の項⽬がない場合は、
[キャンセル]をクリックして画⾯を閉じます。 
 
＜[セキュリティ]がある場合＞         ＜[セキュリティ]がない場合＞ 
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④ 証明書_<識別情報>.zip ファイルを解凍したフォルダで、"NecrasRtCa.crt"をダブ
ルクリックします。 

 
 

⑤  [証明書]画⾯で、[証明書のインストール]をクリックします。 

 
 

⑥  [現在のユーザー]をクリックして、[次へ(N)]をクリックします。 
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⑦ [証明書をすべて次のストアに配置する(P)]をチェックし、[参照(R)...]をクリックします。 

 
 

⑧  [信頼されたルート証明機関]を選択し、[OK]をクリックします。 

 
 

⑨  [次へ(N)]をクリックします。 
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⑩ [完了(F)]をクリックします。 

 
 

⑪  [セキュリティ警告]画⾯が表⽰された場合は、[はい(Y)]をクリックします。 

 
 

⑫  [OK]をクリックします。 

 
 

⑬  [証明書]画⾯で、[OK]をクリックして、画⾯を閉じます。 

 



初期セットアップ⼿順書 
 

7 
 
 

 クライアント証明書のインストール 
リモート接続を⾏う PC に、クライアント証明書をインストールします。 
 
① 証明書_<識別情報>.zip ファイルを解凍したフォルダで、"certificate_<識別情報

>.pfx"をダブルクリックします。 

 
 

②  [現在のユーザー]をクリックして、[次へ(N)]をクリックします。 

 
 

③  [次へ(N)]をクリックします。 
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④  [パスワード(P):]に、クライアント証明書のパスワードを⼊⼒し、[次へ(N)]をクリックし
ます。 

 
 

⑤  [証明書をすべて次のストアに配置する(P)]にチェックを⼊れ、[参照(R)...]をクリック
します。 

 
 

⑥  [個⼈]を選択し、[OK]をクリックします。 
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⑦  [次へ(N)]をクリックします。 

 
 

⑧  [完了(F)]をクリックします。 

 
 

⑨  [OK]をクリックします。 

 
 
 

  



初期セットアップ⼿順書 
 

10 
 
 

接続ツールのインストール 
リモート接続を⾏う PC に、接続ツールをインストールします。 
 
① インターネットに接続し、[Microsoft Store]を起動します。 
② 画⾯上部の[プロファイル(アカウント写真)] > [設定]を選択します。 

 
 

③ [アプリ更新(アプリの更新プログラム)]を[オン]に設定します。 
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④ 画⾯上部の検索ボックスに「NEC」と⼊⼒し、検索します。 
[NEC リモートアクセスサービス NEO]を選択します。 

 
 

⑤ [⼊⼿]を選択し、インストールします。 
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⑥  インストール完了後、[開く]をクリックして、アプリケーションを実⾏します。 

 
 
[NEC リモートアクセスサービス NEO Launcher]画⾯が表⽰されたあと、Web ブラ
ウザで[NEC リモートアクセスサービス NEO]画⾯が開きます。 

     
  
 
  以下の画⾯が出た場合は、[Download it now]をクリックします。 

             
         
  ⾃動的にダウンロードが始まらない場合は、 
  [こちらをクリックして⼿動でダウンロードしてください。]をクリックします。 
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  画⾯右上の[ダウンロード]ウィンドウのフォルダアイコンをクリックします。 

          
 
  ダウンロードしたプログラムをダブルクリックします。 

          
 
  [インストール(I)]をクリックします。 
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  [閉じる(C)]をクリックします。 
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初回接続 
初めてリモート接続する際に必要となる設定を⾏います。 
※既に[NEC リモートアクセスサービス NEO]画⾯が開いている場合は、⼿順③から始め
てください。 
 
①  [スタート]をクリックして、メニュー画⾯を開きます。 

 
 
 
 
 

② NEC リモートアクセスサービス NEO Launcher を起動します。 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

【Windows10 の場合】 
メニューから[NEC リモートアクセスサービス 
NEO]を選択し、NEC リモートアクセス 
サービス NEO Launcher を起動します。 

 

【Windows11 の場合】 
メニュー画⾯右上の[すべてのアプリ]をクリック
します。 

 
 
[すべてのアプリ]の項⽬から[NEC リモート 
アクセスサービス NEO]を選択し、NEC リモ
ートアクセスサービス NEO Launcher を 
起動します。 

 

【Windows10 の場合】 

 
 

【Windows11 の場合】 
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③  [ログイン]をクリックします。 

 
 

④ 通知されたアカウントを⼊⼒し、[次へ]をクリックします。 
(例:999-taro@necras.com) 

 
 

⑤ 通知されたパスワードを⼊⼒して、[サインイン]をクリックします。 
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⑥  [次へ]をクリックします。 

 
 
※[パスワードの更新]画⾯が表⽰された場合は、新しいパスワードを設定して、[サイン
イン]をクリックします。 

 
 

⑦  [アカウントのセキュリティ保護]画⾯で、[今すぐダウンロード]をクリックします。 
※既に Microsoft Authenticator をスマートフォンに導⼊している場合は、 
  ⼿順⑩へ進んでください。 
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⑧  [Microsoft Authenticator をダウンロード]画⾯で、お使いのスマートフォンに合わ
せて Andoroid または iOS を選んで QR コードを読み取り、Microsoft 
Authenticator をスマートフォンにインストールします。 
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⑨ スマートフォンで Microsoft Authenticator を実⾏して、初期セットアップを⾏いま
す。 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

【Android の場合】 

  

  

 

【iPhone の場合】 
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【Android の場合（つづき）】 

  

 

  

 

[アプリロック]が無効の場合は、

タップして有効化 

タップして有効化 
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⑩ [アカウントのセキュリティ保護]画⾯に戻り、[次へ]をクリックします。 
 
 
 
 
 
 
 
 
 
 

⑪  [次へ]をクリックします。 
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⑫ 画⾯の QR コードをスマートフォンでスキャンします。 

 
 
【QR コードをスマートフォンでスキャン】 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
     
 
 
 
 

【Android の場合】 

  

  

 

【iPhone の場合】 
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⑬ [アカウントのセキュリティ保護]画⾯に戻り、[次へ]をクリックします。 

 
 
 

  

【Android の場合（つづき）】 

 

  
 

【iPhone の場合（つづき）】 

  
 
  

カメラで QR コードをスキャン カメラで QR コードをスキャン 
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⑭  [試してみましょう]画⾯に表⽰されている数字を、スマートフォンの[サインインしようとし
ていますか︖]画⾯に⼊⼒して、[はい]をタップします。 

 
 
【スマートフォンで数字を⼊⼒】 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

⑮  [次へ]をクリックします。 

 

  

【iPhone の場合】 

 

【Android の場合】 
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⑯  [完了]をクリックします。 
 

 
 

⑰ [パスワードの更新]画⾯が表⽰された場合は、新しいパスワードを設定して、[サインイ
ン]をクリックします。 

 
 

  



初期セットアップ⼿順書 
 

26 
 
 

 
証明書が選択されていない、存在しない、または有効期限が切れている場合、 
以下の画⾯が表⽰されます。 
・証明書を選択していなかった場合は、ブラウザを閉じて⼿順①から 
再度実施してください。  

・証明書が存在しない、または有効期限が切れている場合は、 
管理者に連絡して証明書を⼊⼿およびインポートしてください。 

⑱   [認証⽤の証明書の選択]画⾯が表⽰された場合は、[N-RAS_<識別情報>]を
選択し、[OK]をクリックします。 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

⑲ 以下の画⾯が表⽰されたら、初期セットアップは完了です。 

 


