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1. はじめに 
  

1.0. MFA デバイス変更に伴う注意点 

この手順書は、MFA 用のスマートデバイスを交換する際の手順書となります。 

  なお、MFA デバイスの設定手順は Microsoft の仕様変更により、手順が変更される可能性があります。 

 
 

 

2. 操作手順(ログイン操作編) 
  

2.0. MFA デバイス管理画面のログインとデバイス追加 

(1)MFA デバイス管理画面にアクセスおよびログイン 

以下 URL にアクセスし、NEC リモートアクセスサービス NEO を利用しているアカウントでサインインを行います。 

 

https://mysignins.microsoft.com/security-info 

 
 

 
 
 
 
 
 
 
 
 

 
(2)MFA に登録するデバイスを追加するには、サインイン方法の追加をクリックしてください。 
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(3)認証アプリを方法として選択し、追加をクリックしてください。 

 
 
 
 
 
 
 
 

(4)登録するデバイスに Microsoft Authenticator がなければ、今すぐダウンロードを選択するか、デバイスのアプリ

取得先（GooglePlay もしくは AppleStore）からインストールしてください。 

 
 
 
 
 
 
 
 
 

(5)次へを選択すると、ＱＲコードが表示されますので、この画面のまま次の手順へ 

 
 
 
 
 
 
 
  

新デバイスの操作 
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(6)デバイスで Microsoft Authenticator を起動し、右下の     （検証済み ID）を選択し、ＱＲコードスキャン

を選択してください。 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

(7)ＱＲコードをスキャンを選択し、ＱＲコードをスキャンしてください。 
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(8)スキャンが成功すると、自動的に 2 桁の番号が表示されますので、デバイスに入力してください。 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

(9)承認が成功したら、次へを選択してください。 

 
 
 
 
 
 
 

(10)Microsoft Authenticator 登録画面に新しく追加された MicrosoftAuthenticator が表示されていることを確認して

ください。追加されたことが確認できたら、2.1 ＭＦＡデバイスの削除にすすんでください。 

  

 
表示されている 2桁の数字を 
デバイスに入力してください 
（52は例です） 



 

 
 

 

8 

 

 
2.1. MFA デバイスの削除 

(1)削除したい MFA デバイスをサインイン方法の一覧から確認してください。削除対象のサインイン方法の削除をク

リックしてください。 

 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
 
 
 

 
 

(2)サインイン方法一覧から選択したサインイン方法が削除されていることを確認してください。 

 
 

 
 
 
 
 
 
 
 
 
  

旧デバイスの操作 
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(3)MFA を削除する側のデバイスの Microsoft Authenticator を起動し、    を選択してください。 

 
 
 
 
 

(4)右上の     を選択してください。 

 
 
 
 
 
 
 
 
 

(5)アカウントの削除を選択し、「続行」を選択すると、デバイスから MFA セキュリティ情報が削除されます。 

 


